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1 Introduction 

Thank you for purchasing a Grundig product. Before installing or connecting the product, please 
read first the following documents: 
 
- Legal Disclaimer 
- Safety Instructions 
- Installation Manual and/or Quick Guide for the respective product model 
 
Further information about the product like Data Sheets, CE Documents, etc. can also be found on 
our Webpage www.grundig-security.com. 
This User Guide is a manual for Network Video Recorders. Please see in the list of 1.1 Model 
Overview the applicable models. 
Please read this User Guide carefully and retain it for future use. 
 

1.1 Model Overview 

This User Guide is for the following products: 
 
ω D5-RN-BP8616P 
ω D5-RN-BP8632N 
ω D5-RN-DT8864N 

 
  

http://www.grundig-security.com/
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2 Activate via Local Menu 

For the first-time access, you have to set an admin password to activate your device. No operation 
is allowed before activation. You can also activate the device via web browser, SADP or client 
software. 

Before You Start  

Ensure your device is connected with a monitor and mouse. 

Steps  

1. Power on your device. 
2. Select a system language. 
3. Enter the admin password twice. 

Caution 

We highly recommend you to create a strong password of your own choosing (using a minimum 
of 8 characters, including at least three kinds of following categories: upper case letters, lower 
case letters, numbers, and special characters) in order to increase the security of your product. 
And we recommend you change your password regularly, especially in the high security system, 
changing the password monthly or weekly can better protect your product. 

  

 

Figure 2-1 Activate via Local Menu 
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4. Optional: Enter a password hint. It will help you remember your password when you forget. 
5. Click Activate. 

Note 

After the device is activated, you should properly keep the password. 

  

6. Optional: Draw an unlock pattern. 
7. Configure at least one password recovery method. 

What to do next  

Follow the wizard to set basic parameters. 
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3 Log In to Your Device 

You have to log in to your device before operating the menu and other functions. 

Before You Start  

Ensure your device is activated. 

Steps  

1. Power on your device, you would automatically enter the login interface. 

 

Figure 3-1 Login 

 

2. Use the unlock pattern to log in, or click Password Login to log in via user name and password. 

Note 

 Unlock pattern is only available for admin user. 
 If you forget your unlock pattern or login password, click Forget Password at the password 
login interface to reset your password, or use the password hint to remember. 
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4 Network Settings 

Network parameters, platform access settings, and network services are configurable. 

4.1 Network Parameter Settings 

You shall configure network parameters before using functions that require network access. 

4.1.1 Configure TCP/IP 

TCP/IP must be properly configured before you operate video recorder over network or access 
network devices. 

Steps  

1. Go to System Ҧ System Settings Ҧ Network Ҧ Network Ҧ TCP/IP. 

 

Figure 4-1 TCP/IP Settings 

2. Set Working Mode and Select NIC. 

Multi -address  

The parameters of the two NIC cards can be configured independently. You can select LAN1 
or LAN2 in the NIC type field for parameter settings. You can select one NIC card as default 
route. And then the system is connecting with the extranet and the data will be forwarded 
through the default route. 

Net-fault Tolerance  

The two NIC cards use the same IP address, and you can set Main NIC to LAN1 or LAN2. By 
this way, in case of one NIC card failure, the video recorder will automatically enable the 
other standby NIC card so as to ensure the normal running of the whole system. 
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Note 

Working mode is only available for certain models. 

  

3. Configure network parameters. 
IPv4 

DHCP  

If the DHCP server is available, you can enable DHCP to automatically obtain an IP address 
and other network settings from that server. 

MTU  

The maximum transmission unit (MTU) is the size of the largest network layer protocol 
data unit that can be communicated in a single network transaction. 

Auto Obtain DNS Server  

If DHCP is enabled. You can check Auto Obtain DNS Server to obtain Preferred DNS Server 
and Alternate DNS Server. 

IPv6 

Router Advertisement  

If the router in the network supports IPv6, it is recommended to use this mode as default. 

Auto  

If there is a DHCPv6 device in the network, it is recommended to use this mode 

Manual Configuration  

You shall use this mode if you are going to manually enter IPv6 parameters. 
4. Click Save. 

4.1.2 Configure DDNS 

Dynamic domain name server (DDNS) maps dynamic user IP addresses to a fixed domain name 
server. 

Before You Start  

Ensure you have registered DynDNS, PeanutHull, and NO-IP services with your ISP. 

Steps  

1. Go to System Ҧ System Settings Ҧ Network Ҧ Network Ҧ DDNS. 



 

11 English 

 

 

Figure 4-2 DDNS 

2. Turn on Enable. 
3. Select a DDNS type. 
4. Set parameters, including service address, domain name, etc. 
5. Click Save. 

4.1.3 Configure PPPoE 

If the device is connected to Internet through PPPoE, you need to configure user name and 
password accordingly. Contact your Internet service provider for details about PPPoE service. 

Steps  

1. Go to System Ҧ System Settings Ҧ Network Ҧ Network Ҧ PPPoE. 

 

Figure 4-3 PPPoE 

2. Turn on Enable. 
3. Enter user name and password. 
4. Click Save. 

What to do next  

Go to System Ҧ System Maintenance Ҧ Running Info Ҧ Network Status to view PPPoE status. 

4.1.4 Configure Multicast 

Multicast can be configured to enable live view for cameras that exceed the maximum number 
allowed through network. 
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Steps  

1. Go to System Ҧ System Settings Ҧ Network Ҧ Network Ҧ Other. 
2. Set Multicast parameters. 

Note 

 When adding device through network video security client, multicast group IP address should 
be the same as the device multicast IP address. 

 For IPv4, it covers Class-D IP ranging from 224.0.0.0 to 239.255.255.255 and it is 
recommended to use an IP address ranging from 239.252.0.0 to 239.255.255.255. When 
adding a device to the CMS software, the multicast address must be the same as that of the 
device. 

  

3. Click Save. 

4.2 Platform Access Settings 

4.2.1 Configure SCMS 

SCMS provides mobile phone application and platform service to access and manage your video 
recorder, which enables you to get a convenient remote access to the video security system. 

Steps  

1. Go to System Ҧ System Settings Ҧ Network Ҧ SCMS. 
2. Turn on Enable, and the service terms will pop up. 
3. Accept the service terms. 
4. Click  to set verification code. 
5. Optional: Enable Stream Encryption, Sub-Stream Self-Adaptive Bitrate, Time Sync, or edit 

server IP address. 

Stream Encryption  

It requires to enter verification code in remote access and live view after this function is 
enabled. 

Sub-Stream Self-Adaptive Bitrate  

When the network environment is poor, the device would automatically adjust video bitrate 
to ensure playing fluency. 

Time Sync  

The device will sync time with SCMS instead of NTP server. 
6. Download SCMS app. You can use a smart phone to scan the QR code to download SCMS app. 
7. Use SCMS app to scan the device QR, and bind the device with your SCMS account. 
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Note 

If the device is already bound with an account, you can click Unbind to unbind with the current 
account. 

  

8. Click Save. 

Result  

 If your device is connected with SCMS, Connection Status will be Online. 
 If your device is bound with a SCMS account, Account Status will be Linked. 

What to do next  

You can access your video recorder via SCMS. 

4.2.2 Configure ISUP 

ISUP (Intelligent Security Uplink Protocol) provides APIs, library files, and commands for the third-
party platform to access devices such as NVRs, speed domes, DVRs, network cameras, mobile 
NVRs, mobile devices, decoding devices, etc. With this protocol, the third-party platform can 
realize functions like live view, playback, two-way audio, PTZ control, etc. 

Steps  

1. Go to System Ҧ CX Ҧ System Settings Ҧ Network Ҧ Platform Access Ҧ ISUP. 

 

Figure 4-5 ISUP 

2. Turn on Enable. 

Note 

If ISUP is enabled, the SCMS access will automatically be disabled. 

  

3. Set the related parameters. 

Server Address  
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The platform server IP address. 

Access Server Port  

The platform server port, ranges from 1024 to 65535. The actual port shall be provided by the 
platform. 

Device ID  

Device ID shall be provided by the platform. 

Protocol Version  

ISUP protocol version, only ISUP 5.0 is available. 

Encryption Key  

Encryption password is required when using ISUP V5.0 version, it provides more secure 
communication between the device and platform. Enter it for verification after the device is 
registered to the ISUP platform. It cannot be empty, or "ABCDEF". 
4. Click Save. 

You can see the registration status (online or offline) after the device is restarted. 

4.2.3 Configure SDK Service 

SDK (Software Development Kit) service is used for third-party partners to integrate different 
functions. The enhanced SDK service adopts TLS protocol over the SDK service that provides safer 
data transmission. 

Steps  

1. Go to System Ҧ System Settings Ҧ Network Ҧ Platform Access Ҧ SDK. 

 

Figure 4-6 SDK Service 

2. Configure SDK and Enhanced SDK Service according to your requirement. 
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Note 

The port for Enhanced SDK Service is 8443 by default. 

  

3. Optional: Enable Stream Over TLS. The stream over TLS encryption technology provides more 
secure stream transmission service. 

4. Click Save. 

4.2.4 Enable ISAPI 

ISAPI (Internet Server Application Programming Interface) is an open protocol based on HTTP, 
which can realize the communication between the system devices (e.g., network camera, NVR, 
etc.). 
Go to System Ҧ System Settings Ҧ Network Ҧ Platform Access Ҧ ISAPI to enable the function. 

4.2.5 Configure ONVIF 

ONVIF protocol allows the connection with third-party cameras. The added user accounts have the 
permission to connect other devices via ONVIF protocol. 

Steps  

1. Go to System Ҧ CX Ҧ System Settings Ҧ Network Ҧ Platform Access Ҧ ONVIF. 

 

Figure 4-7 ONVIF 

2. Turn on Enable. 
3. Select an authentication type. 
4. Click Add to add a user. 
5. Set the user name and password. 
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Caution 

We highly recommend you create a strong password of your own choosing (Using a minimum of 
8 characters, including at least three of the following categories: upper case letters, lower case 
letters, numbers, and special characters.) in order to increase the security of your product. And 
we recommend you reset your password regularly, especially in the high security system, 
resetting the password monthly or weekly can better protect your product 

  

6. Click Save. 

4.2.6 Configure Log Server 

Logs can be uploaded to the log server for backup. 

Steps  

1. Go to System Ҧ System Settings Ҧ Network Ҧ Platform Access Ҧ Log Server. 

 

Figure 4-8 Log Server 

2. Turn on Enable. 
3. Set Upload Time Interval, Server IP Address, and Port. 
4. Optional: Click Test to check if parameters are valid. 
5. Click Save. 

4.3 Network Service Settings 

4.3.1 Configure HTTP(S) 

HTTP ((Hyper Text Transfer Protocol) and HTTPS (Hypertext Transfer Protocol Secure) ports are 
used for remote access through web browser. HTTPS protocol enables encrypted transmission and 
identity authentication, which improves the security of remote access. 

Steps  

1. Go to System Ҧ System Settings Ҧ Network Ҧ Network Service Ҧ HTTP(S). 
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Figure 4-9 HTTP(S) 

2. Optional: Turn on HTTP or HTTPS. 
3. View or edit Port of HTTP or HTTPS. 
4. Set HTTP/HTTPS Authentication. 

Authentication Type  

Two authentication types are selectable, for security reasons, it is recommended to select 
Digest as the authentication type. 

Digest Algorithm  

Digest algorithms are based on HTTP/HTTPS and are mainly used for the digest authentication 
of user authentication. 

5. Click Save. 

4.3.2 Configure RTSP 

RTSP (Real Time Streaming Protocol) is a network control protocol designed to control streaming 
media servers. You can specifically secure the stream data of live view by setting the RTSP 
authentication. 

Steps  

1. Go to System Ҧ System Settings Ҧ Network Ҧ Network Service Ҧ RTSP. 
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Figure 4-10 RTSP 

2. Set parameters. 

Port  

The port is 554 by default. 

Authentication Type  

Two authentication types are selectable, if you select Digest, only the request with digest 
authentication can access the video stream by RTSP via the IP address. For security reasons, it 
is recommended to select Digest as the authentication type. 

RTSP Digest Algorithm  

RTSP digest algorithm is based on RTSP, it is an algorithm for digest authentication of the user 
authentication. 

3. Click Save. 

4.3.3 Configure WebSocket(s) 

WebSocket protocol, based on TCP, aims to provide full-duplex communication between web 
browsers and servers. It allows to open a two-way interactive communication session. 

Steps  

1. Go to System Ҧ System Settings Ҧ Network Ҧ Network Service Ҧ WebSocket(s). 
2. Turn on Enable. 
3. Set Port. 
4. Click Save. 

4.3.4 Configure Port Mapping (NAT) 

Two ways are provided for port mapping to realize the remote access via the cross-segment 
network, UPnPϰ (Universal Plug and Play), and manual mapping. UPnPϰ can permit the device 
seamlessly discover the presence of other network devices on the network and establish 
functional network services for data sharing, communications, etc. You can use the UPnPϰ 
function to enable the fast connection of the device to the WAN via a router without port 
mapping. 
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Before You Start  

If you want to enable the UPnPϰ function of the device, you must enable the UPnPϰ function of 
the router to which your device is connected. When the network working mode of the device is 
set as multi-address, the Default Route of the device should be in the same network segment as 
that of the LAN IP address of the router. 

Steps  

1. Go to System Ҧ System Settings Ҧ Network Ҧ Network Service Ҧ NAT. 

 

Figure 4-11 Port Mapping (NAT) 

2. Turn on Enable. 
3. Set Mapping Mode. 

Auto  

The port mapping items are read-only, and the external ports are set by the router 
automatically. 

Manual  

You can manually edit the external port. 
4. If Mapping Mode is selected as Manual, click  to edit corresponding ports. 

Note 

 The value of the RTSP port number should be 554 or between 1024 and 65535, while the 
value of the other ports should be between 1 and 65535 and the value must be different 
from each other. If multiple devices are configured for the UPnPϰ settings under the same 
router, the value of the port No. for each device should be unique. 

 External Port indicates the internal port number for port mapping in the router. 

  

5. Click Save. 
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What to do next  

Enter the virtual server settings page of router, then fill in the blank of internal/external source 
port with the internal/external port value, and other required contents. 
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5 User Management 

There is a default account for administrator. The administrator user name is admin. Administrator 
has the permission to add, delete, and edit user. Guest and operator users only have limited 
permissions. 
Go to System Ҧ System Settings Ҧ User Management. 

 

Figure 5-1 User Management 

Table 5-1 Icon/Button Description 

Icon/Button Description 

 Set account security. 

Add Add a new guest or operator user. 

 Delete the selected user. 
  

 

Note 

Before operation, you have to confirm the admin password. 
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6 Device Access 

The video recorder may be able to access multiple device types, such as network camera, access 
control device, and alarm device. Please refer to the actual device for the access capability of your 
video recorder. 

6.1 Access Video Device 

There are several ways to access a video device. 

6.1.1 Add Automatically Searched Online Network Camera 

Network cameras on the same network segment can be automatically searched and added to the 
device. 

Steps  

1. Go to System Ҧ Device Access Ҧ Device Ҧ Video Device Ҧ Online Device List. 
2. Select the device(s) from the list. 

 

Figure 6-1 Add Automatically Searched Online Network Camera 

3. Click Add to Device List. 

Note 

 The device will use a default password to add network cameras, ensure the camera password 
is the same as the default password. 

 If the network camera to add has not been activated, you can activate it in the network 
camera list of camera management interface. 

 When a network camera is successfully added, its status would be Online. 
 You can click the device name to add its parameters. 
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6.1.2 Add Network Camera Manually 

Manually add the network cameras to your video recorder. 

Before You Start  

 Ensure your network camera is on the same network segment with that of your video recorder. 
 Ensure the network connection is valid and correct. 

Ensure the network camera is activated.  

Steps  

1. Go to System Ҧ Device Access Ҧ Device Ҧ Video Device. 

 

Figure 6-2 Add Network Camera Manually 

2. Click Add. 
3. Enter network camera parameters. 

Use Channel Default Password  

If it is enabled, the video recorder will add the camera by the set channel default password. 

More Settings  

You can enable Verify Certificate to verify the camera with certificate. The certificate is a 
form of identification for the camera that provides more secure camera authentication. It 
requires to import the network camera certificate to the device first when you use this 
function. 

4. Optional: Click Continue to Add to add other network cameras. 
5. Click Add. 
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6.1.3 Add Network Camera via Custom Protocol 

For network cameras that are not using standard protocols, you can configure custom protocols to 
add them. The system provides 8 custom protocols. 

Before You Start  

 Ensure the network camera supports RTSP streaming. 
 Prepare the URL (Uniform Resource Locator) for getting the main stream or sub-stream of 
network cameras. 

Steps  

1. Go to System Ҧ Device Access Ҧ Device Ҧ Video Device. 
2. Click More Ҧ Custom Protocol Management, or Add Ҧ Protocol Management. 

 

Figure 6-3 Add Network Camera via Customized Protocol 

 

3. Select a protocol type at the left side. 
4. Set protocol parameters. 

Type  

The network camera adopting custom protocol must support getting stream through 
standard RTSP. 

Transfer Protocol  

3 types are selectable, including Auto, UDP, and RTP Over RTSP. 

Port  

The port for RTSP streaming, its default value is 554. 

Path  
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Contact the manufacturer of network camera for the URL of getting main stream and sub-
stream. The general format is [Type]://[IP Address]:[Port]/[Resource Path], for example, 
rtsp://192.168.0.1:554/ch1/main/av_stream. 

Note 

 Protocol Name and Path can be automatically generated if you click a brand name below 
Protocol Name. 

You can disable sub-stream if the camera does not support sub-stream or does not have to use the 
sub-stream.  

  

5. Click OK. 
6. Click Add in System Ҧ Device Access Ҧ Device Ҧ Video Device to manually add a network 

camera. 

6.1.4 Add Network Camera through Camera Configuration File 

The information of added network cameras can be exported, including the IP address, port, 
password of admin, etc. And the exported camera configuration file content can be edited on your 
computer. After editing, the file can also be imported to other devices to add the cameras in the 
file. 

Before You Start  

Connect your video recorder to a USB flash drive that contains camera configuration file in it. 

Steps  

1. Go to System Ҧ Device Access Ҧ Device Ҧ Video Device. 
2. Click Import to import the configuration file in USB flash drive. 
3. Set the folder path. 
4. Click Confirm. 

6.2 Add Access Control Device 

Access control devices can be added to your video recorder. 
The adding process is similar with Access Video Device. 

6.3 Add Audio Device 

Audio devices can be added to your video recorder. 
The adding process is similar with Access Video Device. 
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6.4 Add POS Device 

POS machine/server can be connected for certain device models. The device can receive 
transaction messages from POS machine/server, overlay transaction messages on the video image, 
and trigger POS event alarms. 

Steps  

1. Go to System Ҧ Device Access Ҧ Device Ҧ POS. 
2. Click Add to add a POS device. 

 

Figure 6-4 Add POS Device 

3. Set the POS device parameters. 

POS Protocol  

Universal Protocol  

You can set the start line identifier, line break tag, and end line tag for the POS overlay 
characters, and the case-sensitive property of the characters. You can also optionally check 
the filtering identifier and the XML protocol. 

EPSON  

The fixed start and end line tag are used for EPSON protocol. 

AVE  

The fixed start and end line tag are used for AVE protocol. Serial port and virtual serial port 
connection types are supported. 

NUCLEUS  

The fixed start and end line tag are used for AVE protocol. Serial port and virtual serial port 
connection types are supported. The NUCLEUS protocol must be used in the RS-232 
connection communication. 

Connection Mode  
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TCP Connection  

When using TCP connection, the port must be set from 1 to 65535, and the port for each 
POS machine must be unique. 

UDP Connection  

When using UDP connection, the port must be set from 1 to 65535, and the port for each 
POS machine must be unique. 

USB-to-RS-232 Connection  

Configure the USB-to-RS-232 convertor port parameters, including the port serial number, 
baud rate, data bit, stop bit, and parity. 

RS-232 Connection  

Connect the device and the POS machine via RS-232. 

Multicast Connection  

When connecting the device and the POS machine via Multicast protocol, set the multicast 
address and port. 

Sniff Connection  

Connect the device and the POS machine via Sniff. Configure the source address and 
destination address settings. 

4. Click Add. 

Note 

After a POS device is add, you can click  in Operation to configure POS text overlay. 
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7 Camera Settings 

You can configure the added camera, such as privacy mask, image parameters, etc. 

7.1 Enable H.265 Stream Access 

The device can automatically switch to the H.265 stream of IP camera (which supports H.265 video 
format) for the initial access. 

Steps  

1. Go to System Ҧ Device Access Ҧ Device Ҧ Video Device. 
2. Click More Ҧ Auto Switch to H.265. 
3. Enable this function. 
4. Click Save. 

7.2 Batch Configuration 

Cameras can be configured in a batch. 

Steps  

1. Go to System Ҧ Device Access Ҧ Device Configuration Ҧ Batch Configuration. 

 

Figure 7-1 Batch Configuration 

2. Configure IP address, sync time, or upgrade firmware as your desire. 
3. For IP address configuration and time sync, click Save. 

7.3 Display Settings 

Configure the OSD (On-Screen Display), image settings, exposure settings, day/night switch 
settings, etc. 
Go to System Ҧ Device Access Ҧ Device Configuration Ҧ Device Parameter Ҧ Display Settings. 
Select a camera, and configure parameters as your desire. 

OSD Settings  

Configure the OSD (On-screen Display) settings for the camera, including date/time, camera name, 
etc. 
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Image Settings  

Customize the image parameters including the brightness, contrast, and saturation for the live 
view and recording effect. 

Exposure  

Set the camera exposure time (1/10000 to 1 sec). A larger exposure value results in a brighter 
image. 

Day/Night Switch  

The camera can be set to day, night, or auto switch mode according to the surrounding 
illumination conditions. 

Backlight  

Set the camera's wide dynamic range (0 to 100). When the surrounding illumination and the 
object have large differences in brightness, you should set the WDR value. 

Image Enhancement  

For optimized image contrast enhancement. 

7.4 Configure Video Parameters 

Video parameters would affect the live view image and recording file. 
Go to System Ҧ Device Access Ҧ Device Configuration Ҧ Device Parameter Ҧ Video 
Parameters. Select a camera, and configure parameters as your desire. 

Main Stream  

Main stream refers to the primary stream that affects data recorded to the hard disk drive and 
will directly determine your video quality and image size. Comparing with the sub-stream, the 
main stream provides a higher quality video with higher resolution and frame rate. 

Sub-Stream  

Sub-stream is a second codec that runs alongside the mainstream. It allows you to reduce the 
outgoing internet bandwidth without sacrificing your direct recording quality. Sub-stream is 
often exclusively used by smartphone applications to view live video. Users with limited internet 
speeds may benefit most from this setting. 

Resolution  

Image resolution is a measure of how much detail a digital image can hold. The greater the 
resolution, the greater the level of detail. Resolution can be specified as the number of pixel-
columns (width) by the number of pixel-rows (height), e.g., 1024 × 768. 

Bitrate Type  

The bit rate (in kbit/s or Mbit/s) is often referred to as speed, but actually defines the number of 
bits/time unit rather than distance/time unit. Two types including variable or constant are 
available. 

Frame Rate  



 

30 English 

 

It refers to the number of frames captured each second. A higher frame rate is advantageous 
when there is movement in the video stream, as it maintains image quality throughout. 

I-Frame Interval  

I-Frame also referred as intra picture, I-Frame is the first frame of every GOP (a video 
compression technology of MPEG). It can be viewed as pictures after compression. I-Frame 
interval is the amount of frames between two continuous I-Frames. 

7.5 Configure Privacy Mask 

The privacy mask protects personal privacy by concealing parts of the image from live view or 
recording with a masked area. 

Steps  

1. Go to System Ҧ Device Access Ҧ Device Configuration Ҧ Device Parameter Ҧ Privacy Mask. 

 

Figure 7-2 Privacy Mask 

2. Select a camera. 
3. Turn on Enable. 
4. Draw mask areas on the preview window. The areas will be marked with different frame colors. 

Note 

Up to 4 privacy mask areas can be configured and the size of each area can be adjusted. 

  

5. Click Save. 
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8 Device Grouping 

The added devices can be classified into different customized groups. 

Steps  

1. Go to System Ҧ Device Access Ҧ Device Grouping. 

 

Figure 8-1 Device Grouping 

2. Click  to add a group. 

Note 

After a group is added, you can click /  to edit/delete it. 

  

3. Click Import to add channel(s) to the selected group. 
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9 Storage Management 

9.1 Manage HDD 

A newly installed hard disk drive (HDD) must be initialized before using. You can format HDD, 
repair database, and view HDD status through HDD management interface. 

Before You Start  

Ensure the HDD is properly installed to your device. 

Steps  

1. Go to System Ҧ Storage Management Ҧ Storage HDD Ҧ Storage HDD. 

 

Figure 9-1 Manage HDD 

2. Optional: Perform the following operations as your desire. 

Add Add a network HDD. 

Format Format the selected HDD. 

Repair Database Repairing database will rebuild all databases. It might help to improve 
your system speed after upgrade. 

Note 

 Repairing database will rebuild all databases. Existing data will not 
be affected, but local search and playback functions will not be 
available during the process, you can still achieve search and 
playback functions remotely via web browser, client software, etc. 

 Do not pull out the drive, or shut down the device during the 
process. 

  

 

/  Remove/load HDD. 
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9.2 RAID Configuration 

A disk array is a data storage virtualization technology that combines multiple physical disk drives 
into a single logical unit. Also known as a "RAID", an array stores data over multiple HDDs to 
provide enough redundancy so that data can be recovered if one disk fails. Data is distributed 
across the drives in one of several ways called "RAID levels", based the redundancy and 
performance required. 

Caution 

RAID requires enterprise-level HDDs. 
  

The functions in this section is only available for GD-RN-DT8864N. It is recommended to use the 
same model and capacity HDDs. 
There are two ways to create RAID. For one-touch creation, the default RAID type is RAID5. For 
manual creation, RAID0, RAID1, RAID5, RAID6, and RAID10 can be configured. 

Table 9-1 HDD Requirement for Each RAID Type 

RAID Type Required Number of HDDs 

RAID0 җн 

RAID1 2 

RAID5 җо 

RAID6 җп 

RAID10 4 or 8 
  

 

Note 

 The function is only available for certain models. 
 When array exception event occurs, the corresponding linkage actions can be configured in 
System Ҧ System Settings Ҧ Exception. 

  

9.2.1 Create Disk Array 

A disk array can be created after enabling array mode. 

Before You Start  

 Storage Mode is set to Quota in System Ҧ Storage Management Ҧ Storage Mode. 
 Enough HDDs are correctly installed to the device. And HDDs for array creation are AI or 
enterprise level. 

Steps  

1. Go to System Ҧ Storage Management Ҧ Storage HDD Ҧ Array Management. 
2. Click Enable Array Mode, or enable Array Mode. 
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Figure 9-2 Enable RAID 

3. Wait for the device to restart. 
4. Go to System Ҧ Storage Management Ҧ Storage HDD Ҧ Array Management again. 

 

Figure 9-3 Array Management 

5. Create an array. 

Creation Method Description 

One-touch Array 
Configuration 

Click One-touch Array Configuration. 

Note 

By default, the array type created by one-touch configuration is RAID 
5. 
  

 

Manual Creation Click Create to manually create a RAID 0, RAID 1, RAID 5, RAID 6, or 
RAID 10 array. 
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9.2.2 Rebuild Array 

The array status includes Functional, Degraded, and Offline. To ensure the high security and 
reliability of the data stored in an array, take immediate and proper maintenance of the arrays 
according its status. 

Steps  

1. Go to System Ҧ Storage Management Ҧ Storage HDD Ҧ Array Management. 
2. Rebuild an array. 

Table 9-2 Rebuilding Method 

Rebuilding Method Description 

Auto Rebuild 

There should be a hot spare disk in the array, 
and the hot spare disk capacity is not less 
than the disk with the minimum capacity in 
the array. Click  in Operation column 
under Physical Disk to set a hot spare disk. 

When an HDD in the array in the array is not 
working, the hot spare disk would be 
activated, and the array would be 
automatically rebuilt. 

Note 

After auto rebuild finishes, it is 
recommended to install another HDD, and 
configure it as the hot spare disk. 
  

 

Manual Rebuild 

If there is no hot spare disks in the array, you 
have to manually rebuild the array. 

Go to System Ҧ Storage Management Ҧ 
Storage HDD Ҧ Array Management, and 
select the hot spare disk in the list to rebuild. 

  

 

9.2.3 Delete Array 

Go to System Ҧ Storage Management Ҧ Storage HDD to click  to delete the selected array. 



 

36 English 

 

9.2.4 View Firmware Info 

You can view array firmware information and set the background task speed. 

Before You Start  

Ensure disk array is enabled. 

Steps  

1. Go to System Ҧ Storage Management Ҧ Storage HDD Ҧ Array Management. 
2. Click Firmware Info. 
3. Optional: Set Back Ground Task Speed. 

9.3 Configure Storage Mode 

Steps  

1. Go to System Ҧ Storage Management Ҧ Storage Mode. 

 

Figure 9-4 Storage Mode 

2. Select Quota or Group. 

Quota  

Each camera or audio device can be configured with an allocated quota for storing videos, 
pictures, or audios. 

Group  

Multiple HDDs can be managed in groups. Video from specified channels can be recorded 
onto a particular HDD group through HDD settings. 

3. Set corresponding parameters. 
 Quota: Allocate space for storage objects. 
 Group: Link channels to HDD groups. 

9.4 Configure Other Storage Parameters 

Go to System Ҧ Storage Management Ҧ Advanced Settings. 
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Table 9-3 Parameter Description 

Parameter Name Description 

HDD Sleeping When the HDD is not used for a period, it will turn to sleep. 

Overwriting 
When HDD is full, it will continue to write new files by deleting the 
oldest files. 

Save Camera VCA Data 
After saving VCA data of camera to your device, you will be able to 
search it in Event Center. 

Max. Time for Clip Export 
When videos are exported from the device, package time means the 
video duration of each video package file. 

eSATA For devices with eSATA interface at the rear panel. 

Usage Set the usage for eSATA. 

Tag Video Post-Record 

After adding a tag to a video, it is the time you set to record after the 
scheduled time. 

Note 

 You can click  during live view or playback to add a tag. 
 For searching tag videos, go to  Ҧ Backup Ҧ By Tag. 
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10 Schedule Configuration 

The device will follow the schedule to store files to the disk. 

10.1 Configure Schedule Template 

After a schedule template is configured, you can use the template as the recording schedule. 

Steps  

1. Go to System Ҧ System Settings Ҧ Template Configuration Ҧ Holiday Schedule. 
2. Click Add. 

 

Figure 10-1 Add Holiday 

3. Turn on Enable. 
4. Configure the holiday. 

Note 

After holidays are configured, you will be able to set the holiday schedule independently. 
Holiday schedule has higher priority than normal schedule (from Mon to Sun). 

  

5. Set Storage Schedule. 
1) Click Storage Schedule. 
2) Select a template name. 
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Figure 10-2 Edit Template 

3) Select a recording type. For example, Event. 
4) Drag the cursor on time bar to draw the schedule. 

Note 

 After moving the cursor on time bar, you can also click  to set specified 
time schedule. 

 You can click Eraser to clear schedule. 

  

Note 

You can also click Configure Template to configure template in System Ҧ Storage Management 
Ҧ Storage Schedule Ҧ Video Recording / Picture Capture / Audio Recording. 

  

6. Click OK. 

10.2 Configure Recording Schedule 

The camera would automatically start/stop recording according to the configured recording 
schedule. 

Steps  

1. Go to System Ҧ Storage Management Ҧ Storage Schedule Ҧ Video Recording. 
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Figure 10-3 Video Recording Configuration 

2. Turn on Enable for a camera. 
3. Select a schedule type. 

Note 

If you set Record Schedule as Custom, you can drag the cursor on time bar to set customized 
record schedule, or move the cursor on time bar and click  to set specified 
time schedule. 

  

4. Click View to view the schedule. 

 

Figure 10-4 View Schedule 

5. Optional: Click  under Advanced Settings to set other advanced parameters. 

Table 10-1 Advanced Parameter Description 

Parameter Description 

Record Audio Enable or disable audio recording. 
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Parameter Description 

Note 

The channel shall have audio function, or have connected an audio 
device. 
  

 

ANR 
ANR (Automatic Network Replenishment) can automatically enable SD 
card of network camera to save the video in the condition of network 
disconnection, and can synchronize data after the network is recovered. 

Pre-Record 
The time you set to record before the scheduled time or event. For 
example, when an alarm triggers the recording at 10:00, and if you set 
the pre-record time as 5 seconds, the camera records at 9:59:55. 

Post-Record 
The time you set to record after the event or the scheduled time. For 
example, when an alarm triggered recording ends at 11:00, and if you 
set the post-record time as 5 seconds, it records till 11:00:05. 

Stream Type 

For Main Stream, its resolution is usually higher. For Sub-Stream, you 
can record for a longer time with the same storage space, but its 
resolution would be low. For Dual Stream, the device will record both 
main stream and sub-stream. 

Video/Picture 
Expired Time 

The expired time is period for a file to be kept in the HDD. When the 
deadline is reached, the file will be deleted. If you set the expired time 
to 0, the file will not be deleted. The actual keeping time for the file 
should be determined by the capacity of the HDD. 

  

 
6. Optional: Select channels in the list, and use Batch Schedule Configuration and Batch Advanced 

Settings to configure channels in a batch. 
7. Click Save. 

10.3 Configure Picture Capture Schedule 

The device would automatically capture live pictures according to the schedule. 

Steps  

1. Go to System Ҧ Storage Management Ҧ Storage Schedule Ҧ Picture Capture. 
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Figure 10-5 Picture Capture Configuration 

2. Turn on Enable for a camera. 
3. Select a schedule type. 

Note 

If you set Record Schedule as Custom, you can drag the cursor on time bar to set customized 
record schedule, or move the cursor on time bar and click  to set specified 
time schedule. 

  

4. Click View to view the schedule. 

 

Figure 10-6 View Schedule 

5. Click under Advanced Settings to set advanced picture parameters. 

Table 10-2 Advanced Parameter Description 

Parameter Description 

Capture Delay The duration for picture capture. 

Resolution Set the resolution of the picture to capture. 
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Parameter Description 

Picture Quality 
Set the picture quality to low, medium or high. High picture quality 
requires more storage space. 

Interval The time interval of capturing each live picture. 
  

 
6. Optional: Select channels in the list, and use Batch Schedule Configuration and Batch Advanced 

Settings to configure channels in a batch. 
7. Click Save. 

10.4 Configure Audio Recording 

The device would automatically record audios according to the configured recording schedule. 

Steps  

1. Go to System Ҧ Storage Management Ҧ Storage Schedule Ҧ Audio Recording. 
2. Turn on Enable for a channel. 
3. Select a schedule type. 

Note 

If you set Record Schedule as Custom, you can drag the cursor on time bar to set customized 
record schedule, or move the cursor on time bar and click  to set specified 
time schedule. 

  

4. Click View to view the schedule. 
5. Optional: Click under Advanced Settings to set other advanced parameters. 

Table 10-3 Advanced Parameter Description 

Parameter Description 

Pre-Record 
The time you set to record before the scheduled time or event. For 
example, when an alarm triggers the recording at 10:00, and if you set 
the pre-record time as 5 seconds, the channel records at 9:59:55. 

Post-Record 
The time you set to record after the event or the scheduled time. For 
example, when an alarm triggered recording ends at 11:00, and if you 
set the post-record time as 5 seconds, it records till 11:00:05. 

  

 
6. Optional: Select channels in the list, and use Batch Schedule Configuration and Batch Advanced 

Settings to configure channels in a batch. 
7. Click Save. 
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11 Live View 

11.1 Configure Live View Layout 

Live view displays the video image of each camera in real time. 

Steps  

1. Go to Live View. 
2. Click  at the lower-right corner. 
3. Select a window division type, or click Custom to customize a new type as your desire. 
4. Move the cursor on Default View in View. 
5. Click . 
6. Set the live view image output interface. You can drag a channel from the channel list to a 

window, or drag a channel from one window to another. 
7. Click . 

11.2 GUI Introduction 

You can view live image, play live audio, capture pictures, perform instant playback, etc. 

 

Figure 11-1 Live View 










































































































